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I. International Organizations active in flight capital and related issues (Anti-money
laundering, transparency of corporate vehicles)

1. Avariety of international organizations are actimanitiatives related to cross-border tax
crimes. These efforts includmter alia: anti-money laundering, governance and transpgrenc
of corporate vehicles and fiscal systems, inteamati financial architecture, anti-corruption,
counter-terrorism financial enforcement and tax bustration and policy. A number of



legal financial transactions, and greater volatibf international capital flows and exchange
rates due to unanticipated cross-border assetfémads

4.
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conducts the AML/CFT assessments with the FSAP a3 of voluntary assessments of
Offshore Financial Centefs.

B. Financial Action Task Force

The work of the FATF has concerned preventing asrdlzating money laundering.
Periodically within the FATF the discussion of whet to include tax crimes has arisen.
Essentially, the current FATF revised recommendhatideal with tax crimes implicitly. They
require FATF members to criminalize money laundgifmom all serious crime.
Recommendation 1 requires countries to apply mdaendering to all serious crimes, “with a
view to including the widest range of predicatecoes.” “Where countries apply a threshold
approach, predicate offences should at a minimumpcse all offences that fall within the
category of serious offences under their natioaal ér should include offences which are
punishable by a maximum penalty of more than oraa’gemprisonment or for those countries
that have a minimum threshold for offences in thegal system, predicate offences should
comprise all offences, which are punished by a mum penalty of more than six months
imprisonment.”™

In addition Recommendation 1 provides that “pretiaaffences for money laundering
should extend to conduct that occurred in anotbentry, which constitutes an offence in that
country, and which would have constituted a pre@icdfence had it occurred domestically.
Countries may provide that the only prerequisitthes the conduct would have constituted a
predicate offence had it occurred domesticadly.”

C. OECD

8. In May 1999, the OECD initiated a harmful tax prees initiative designed the combat
tax evasion, level the playing field among sovemsign tax policy, and facilitate better

cooperation in tax matters. The OECD subsequemtlylished a blacklist of so-called tax
havens and called for the jurisdictions listed take a commitment to remove their harmful tax
practices. A country became a tax haven by hatwagof the following four elements: (1) no

or low taxes; (2) ring-fencing or discrimination itme types of persons eligible for tax
preferences (typically offering incentives to orityreigners); (3) lack of transparency in the
operation of the tax laws; and (4) inadequate emghaof tax information.

9. During the last week of June 2001, the media ancednthat the Organization for
Economic Cooperation and Development had reachedimtiple a compromise on its harmful
tax practices initiativé. Since the OECD's Fiscal Affairs Committee meetinge 26-27, the
organization refocused its program on the excharfigeanking and financial information with

6 Id.

1 FATF, the Forty Recommendationstip://www.fatf-gafi.org),accessed Nov. 14, 2005.

2 |d.

9 Michael M. Phillips,Accord Is Reached By U.S. and Allies on Tax HavasL ST. J.,
June 28, 2001, at Al11, col. 1.



OECD governments and away from pressuring jurisoist identified as tax havens to reset
their tax rates. The initiative will now only reigel the so called tax haven countries to agree to
take action on exchange on tax information andsparency.

10. In November 2000, the OECD released the OECD HT@bhrandum of Understanding,
which contains a series of obligations that thgated “tax haven” jurisdictions were required
to undertake to avoid the blacklist and its atteridsanctions. The Model Agreement is
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13. In fact, targeted countries would be required ttaleissh administrative practices to
ensure that legal mechanisms for information exgkafunction effectively and can be
monitored. Such practices include having persomegponsible for ensuring that requests for
information are answered promptly and efficientlgnd having personnel trained or
experienced in obtaining such information. Irofligaone OECD country, Canada, has
admitted that it lacks sufficient resources to amrtdexchanges of information and hence
believe that such exchanges cannot be recipfdcaf. Canada believes that such exchanges
cannot be reciprocal due to its shortage of adrratise resources, then the much smaller
targeted countries are not surprisingly also takimg position that such exchange obligations
cannot be reciprocal and, similar to the Canadiawpoint, want to take a restrictive view of
such obligations. The targeted countries have germoportant perspective: the need to protect
their economic security and well beifiyy.

14. Some OECD members (i.e., Austria, Luxembourg andtZewand) have insisted on
covering criminal tax enforcement through a Mut@asistance in Criminal Matters Treaty.

15. Hence, the MOU to the U.S.-Luxembourg tax treatplaxs that certain information of

financial institutions may be obtained and provided “certain U.S. authorities” only in

accordance with the proposed U.S.-Luxembourg MLAAs a result, the U.S. delayed the
effective date of the income tax treaty to coincidéh the MLAT’s taking effect?

16. The upshot of these and other controversies ovyerrmmation exchange is that, even if the
OECD only proceeds on exchanging tax information, t



D. EU - 3rd Directive on Money Laundering

18. On December 7, 2004, the European Union financesteirs agreed to the third directive
on anti-money laundering, partially targeting methaised to finance terroristh.On May 26,
2005, the European Parliament approved the propdked Directive on the prevention of the
use of the financial system for the purposes of @ydaundering or terrorist financing.

19. The European Parliament must approve the diredbetre it becomes law. It will
require any business that accepts payments in easkeding 15,000 euros ($19,992) to file
currency transactions reports. Additionally, persovanting to send 15,000 euros or more in
cash outside the EU must obtain special permission.

20. As adopted by the EU Council of Economic and FiraMinisters, the directive will
include the following: the obligation of financiaistitutions and gatekeepers, which include
law firms and accounting firms, to identify the leéisial owner of a business or related
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E. Council of Europe Convention

23. On May 9, 2005, the Council of Europe (CoE) annaghan agreement that would pave
the way for the signing of the revised European v@omion on Money Laundering (CoE ML
Convention). The revised convention will superseéde CoE’'s 1990 Conventicn. 46
countries participate in the 1990 Convention.

24. The CoE ML Convention is the only single dedicatettrnational treaty covering both
the prevention and the control of money launderamgl the financing of terrorism. The
existing legally binding international instrumengsovide for a range of specific measures
focusing on law enforcement and international coapen (e.g., criminalization of money
laundering, confiscation, provisional measuresenmational cooperation), but the preventive
aspects are mostly left unregulated by internatidena or, at best, are addressed in somewhat
general terms.

25. The proposed Convention addresses a number of siseoe considered as directly
relevant to the 199(1) Convention’s original objeet{e.g., measures related to the prevention of
money launderingy’

F. Other Regional Organizations (i.e., OAS)

26. A number of regional organizations are active ireventing and combating money
laundering. In 1996, the Organization of Americatat&s (OAS), comprised of all 35
independent nations in the Americdsestablished the Inter-American Drug Abuse Control
Commission, to combat drug abuse, including throddhiL. measures® To that end, the
Commission wrote Model Regulations that includevsimns regarding the establishment of
Financial Intelligence Units and, after 2002, CTRteasures as weif. Also in that year,

20 For a copy of the revised version of the conventixt, see http://www.coe.int; for the

explanatory memorandum, see the same website, Q8§38 Addendum 2 final; for
background see



another OAS body, the Inter-American Committee AgaiTerrorisnt> created the Inter-
American Convention Against Terrorism, which, binigl on existing international instruments,
includes many AML/CTFE provisions such as due diige and mutual assistance
requirement$®” Together, these bodies operate training seminarsyiding technical
assistance to OAS member states, and release seporthe current states of the AML/CTFE
regime in the Americas. They have also worked \thih Inter-American Development Bank to
fund member states’ efforts to eliminate money trnng and the financing of terroristh.

[I. Bilateral and unilateral mechamisms

27. Looking at the U.S. government as an example @téibl and unilateral mechanisms to
obtain assistance and gain custody over individehlgrged with tax crimes, we can see a
number of initiatives to facilitate investigationdprosecution of cross-border tax crime.

A. Evidence Gathering

28. Recently the U.S. has concluded a series of massistance in criminal matters treaties
(MLATs). They are a more effective and efficientibstitute for letters rogatory when

compulsory process is required to obtain evidenteairequested state or when specific
procedures must be complied with for the requestddence to be admissible at a criminal
trial in the requesting state.

29. In 1999, the U.S. Department of Justice’s Officelmternational Affairs made close to
five hundred requests for international assistaortéehalf of state and federal prosecutors and

10
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Hence, bilateral MLATs can provide a predictablel affective regime for obtaining evidence
in criminal cases.

30. The OAS Convention on Mutual Assistance in Crimihdatters is an example of a
multilateral MLAT. It was negotiated at the OA&ding in the mid-1980's, and was adopted
and opened for signature by the OAS General AssemblMay 23, 1992. The U.S. signed it
on January 10, 1995. The U.S. played an imporaletin the treaty and hence it is similar to
the U.S. Government’s typical modern bilateral MISAT However, unlike the U.S. typical
modern MLATSs, it will not serve as the legal bags asset sharing, such as the sharing of
forfeited assets, which the negotiators determiwed best left for bilateral agreements. The
Optional Protocol was negotiated at the OAS ing¢hdy 1990's, was adopted and opened for
signature by the OAS General Assembly on June 2931and was signed by the U.S. on
January 10, 1995. The OAS Convention has cettaiations regarding assistance in cases
involving tax offenses. Article 9(f) provides arpamay decline assistance in investigations
and proceedings involving certain tax offenses.e ThS. consistently opposed this provision
during the negotiation of the Convention. Hent¢eroposed an additional protocol to enable
assistance in tax matters. The first article of th

11



33. A country can invoke assistance under an MLAT nioly aafter the requesting country
has brought charges, but also during the invesugattage of a criminal case, including the
grad jury stage.
34. There are a variety of multilateral agreements amgdtrafficking, transnational
corruption, and anti-money laundering that requsrgnatories to render mutual assistance
pursuant to the treaty in question.

2. Alternatives to MLATs

a. Letters Rogatory

35. Letters rogatory is one of the most commonly used m
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(6) To circumvent foreign bank secrecy laws,






U.S. extradition treaties now in force have a salyi provision®®* Hence, if a requested
country extradites Mr. Y for making a false statemen his tax return, the U.S. cannot
prosecute him for assault and battery. Howevemany cases the U.S. prosecutes the person
in a superceding indictment for crimes arising oluthe facts of the indictment. The best way
to limit the scope of prosecution is to make th&adition order Very clear and limited. There
is ample litigation due to ambiguities about théradition ordef**

44. While some courts try to discern for themselves tiwbethe requested states would have
objected to the courts’ assertion of jurisdictiom try the defendants for the offense in

question?” the best method is for the court to require thespcution to make the inquiry
whenever the court determines the relator hasdatse issue in a meaningful wa.

4. Evidentiary Considerations

45. A majority of U.S. extradition treaties provide ththie surrender of a requested person
will occur only upon such evidence of criminality t

16
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to apply its domestic standard for arresting anchmmatting persons for trial for violations of its
criminal laws in determining whether the U.S. hasvided sufficient evidence in connection

17



48. Whereas U.S. statutes regulating extradition framW.S. have a relatively limited effect
on these procedures, the laws of other countripecéyly have a significant impact on the
procedures governing extradition to the U.S., pakltécause they often have an important
number of provisions that contain substantive rutemcerning extradition from these

18












66. Increasingly, banks, financial institutions and ekaepers must know and abide by
international (e.g., FATF and EU) and foreign AM&gimes. The United Kingdom is an
example of a foreign AML regime. The U.K. is impamt for U.S. persons because of the
amount of U.S.-U.K. transactions. The U.K. AML m@g is also important because the U.K. is
an important international financial center andAtdL regime applies to gatekeepers such as
lawyers, trustees, and accountatts.

9. Proceeds of Crime Act 2002 (POCA)

67. The Proceeds of Crime Act 2002 (POCA) sought tosotidate existing laws on the
confiscation of criminal proceeds and laws relatitog money laundering, to improve the
efficiency of the recovery process and to increds® amount of illegally obtained assets
recovered.

68. The key aspects of POCA are:
a. Broadening of the definition of the regulatextter (which had covered mostly

financial institutions) to include estate agentsyyers, accountants, insolvency
lawyers, tax advisors, auditors, company and trismation agents, and

22
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(a) The first condition is that he
(i) knows or suspects, or
(if) has reasonable grounds for knowing or e$ipg that another
person is engaged in money laundering.

(b) The second condition is that the informatarrother matter —

(i) on which his knowledge or suspicion is ldhser
(i) which gives reasonable grounds for sucbwiledge or

23
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of crimes that are “specified unlawful activitiegr purposes of the criminal money laundering
provisions. The broadening of predicate offensescfiminalizing money laundering enabled
U.S. prosecutors to help foreign law enforcememnages_who might otherwise have difficulty
prosecuting someone or seizing funds outside trmintry’*

85. Section 317 gives U.S. courts extraterritorial gdiction over foreign persons

committing money laundering offenses in the U.Sgrdoreign banks opening bank accounts,
and over foreign persons who convert assets orderéeited by a U.S. court. It also permits a
U.S. court dealing with such foreign persons taésa pre-trial restraining order or take other
action necessary to preserve property in the Unitedes to satisfy an ultimate judgment. In
addition, section 318 expands the definition ofafinial institution for purposes of 18 U.S.C.
sections 1956 and 1957 to include those operatingjiae of the U.S.

86. Section 319 amended U.S. asset forfeiture’lawtreat funds deposited by foreign banks
in interbank accounts with U.S. banks as havingnbaéeposited in the United States for the
purposes of the forfeiture ruldS. For example, if a terrorist has money in a fomebgnk that
has a correspondent account at a U.S. bank, adledeurt can now order the U.S. bank to
seize the foreign bank’s money from the accourtte foreign bank is then expected to recover
its money by debiting the terrorist's accodhtThe terrorist, but not the bank, can oppose the
forfeiture action. The Attorney General and Seamgbf the Treasury are authorized to issue a
summons or subpoena to any such foreign bank arskéé records, wherever located, that
relate to such a correspondent accdfint.

74 Dismantlin% the Financial Infrastructure of Terream: Hearing Before the House
Comm. on Fin. Serysl07" Cong. 7 (2001) (statement of Michael Chertoff, Ass
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87. Section 325 authorized the Secretary of the Treasur
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2. Pasquantino

91. On April 26, 2005, the U.S. Supreme Court ruled, $hat a scheme to defraud a foreign
government of tax revenue violates the wire fraiaduse, notwithstanding the “revenue rule,” a
common law rule that generally bars courts fronecifig the tax laws of foreign sovereigfs.

92. The court's majority, written by Justice Clarend®ihas, said the plain terms of the wire
fraud statute, 18 U.S. Code Section 1343, crimpesli the foreign smuggling operation
engaged in by the defendants, and under which #fendants were convicted does not
derogate from the common-law revenue rule.

93. The case arises out of the emergence of a Canathak market for liquor once Canada
increased its alcohol taxes to a level greatly edogg comparable United States taxes. The
Canadian taxes then due on alcohol bought in th8. lhind brought to Canada were
approximately double the liquor’s purchase pricapitalizing on this situation, defendants
David and Carl Pasquantino, residents of Niagatks Hdew York, developed a scheme where,
with the help of drivers such as co-defendant ArtHilts, they would purchase large quantities
of low-end liquor from discount liquor stores in M&and, transport the liguor to New York,
store it there, and then smuggle the liquor intod@ in the trunks of cars. The enterprise
began in 1996 and continued through May 2000. ditiners avoided paying taxes by hiding
the liguor in their vehicles and failing to decldhe goods to Canadian customs officials.

94. Eventually the two Pasquantinos and Mr. Hilts werdicted and convicted of federal

28






103. The majority rejected the notion that the convictigives “extraterritorial effect” to the
U.S. wire fraud statute, stating they used U.Sersthte wires to execute a scheme to defraud a
foreign sovereign of tax revenue and their offewss complete the moment they executed the
scheme inside the U.S.

104. The dissent, written by Justice Ginsburg, critidizBe majority opinion for “ascrib[ing]
an exorbitant scope to the wire fraud statute, isredjard of our repeated recognition that
‘Congress legislates against the backdrop of tlesymption against extraterritoriality.”

105. The dissent also observed that Congress has elypleidressed international smuggling
through a statute that provides for criminal enéonent of the customs laws of a foreign nation
only when that nation has a reciprocal law crimimialy smuggling into the United States.
According to the dissent, Canada has no such mecaprlaw. Additionally, the matter of
mutual assistance in the collection of taxes isreslsked in a treaty between the United States
and Canada, Ginsburg said.

106. The dissent also focused on the majority’s failtogake account of Canada’s primary
interest in the matter at stake and the interacabtJ.S. statutes with enforcement treaties.
The dissent observed that U.S. citizens who havenaitted criminal violations of Canadian
tax laws are subject to extradition to stand tmaCanada, and Canadian courts are the courts
most corypetent to judge the extent to which theegowment of Canada has been defrauded of
Its taxes.

107.
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109. The UN Office on Drugs and Crime (UNODC) (Treatydabhegal Affairs) in Vienna
makes a crucial contribution to the fight againsgjamized crime. The Global Programme
against Money Laundering (GPML) is the key instrminef the United Nations Office on
Drugs and Crime in this task. Through GPML, the tgdi Nations helps Member States to
introduce legislation against money laundering &mdievelop and maintain the mechanisms
that combat this crime. The programme encourages an

31



a. The 1999 International Convention for the Seppion of the Financing of
Terrorism

114. The 1999 International Convention for the Suppm@saf the Financing of Terrorism
prohibits direct involvement or complicity in thenternational and unlawful provision or
collection of funds, attempted or actual, with theent or knowledge that any part of the funds
may be used to carry out any of the offenses desdrin the Convention, such as those acts
intended to cause death or serious bodily injurang person not actively involved in armed
conflict in order to intimidate a population, anlyaact intended to compel a government or an
international organization to take action or abstaom taking actiori> Offenses are deemed
to be extraditable crimes, and signatories musabdéish their jurisdiction over them, make
them punishable by appropriate penalties, takegatleoffenders into custody, prosecute or
extradite them, cooperate in preventive measured aountermeasures, and exchange
information and evidence needed in related crimpgracteedings.

115. The Convention requires each signatory to take @ppate measures, in accordance with
its domestic legal principles, for the detectioreeizing, seizure, and forfeiture of any funds
used or allocated for the purposes of committing listed offensed! Article 18(1) requires
signatories to subject financial institutions arttiey professionals to “Know Your Customer”
requirements and the filing of suspicious transactreports. Additionally, article 18(2)
requires signatories to cooperate in preventing financing of terrorism insofar as the
licensing of money service businesses and othersanea to detect or monitor cross-border
transactions are concerned.

b. Security Council Resolutions 1368 and 1373

116. On September 12, 2001, the United Nations Sec@dyncil adopted Resolution 1368,
condemning the attacks of the day before and cplbn all states to work together to quickly
bring to justice those who perpetrated them, as$ agethose “responsible for aiding, supporting
or harbouring the perpetrators.”The Resolution also called on the internatiormahmunity to
increase efforts “to prevent and suppress terr@us$ including by increased cooperation and
full implementation of the relevant internationaitiaterrorist conventions and Security Council
resolutions.?® Finally, the Resolution expressed the Securityr@il’s preparedness to take

93 International Convention for the Suppression effimancing of Terrorism, Dec.
9, 1999, 39 I.L.M. 270 (2000) (entered into forgerALO, 2002).

94 Id.

95 S.C. Res. 1368, U.N. SCOR,"56ess., 4370mtg. at § 3, U.N. Doc.
S/RES/1368 (2001).

96 Id. at 8 4. The resolutions especially to be adhtyedcluded the specifically-
mentioned Resolution 1269, S.C. Res. 1269, U.N. B@ath Sess., 40%3ntg., U.N. Doc.
S/RES/1269 (1999) (encouraging nations to fighbtesm), as well as Resolution 1267, S.C. Res.
1267, U.N. SCOR, 54th Sess., 46571tg., U.N. Docl S/RE$/12671
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that regard®® Although the CTC will not define terrorism in aglal sense, its work will help
develop minimum standards for an international CTegme.

2. Corruption

120. Corruption is a complex social, political and ecomo phenomenon. The Global
Programme Against Corruption targets countries witiinerable developing or transitional
economies by promoting anti-corruption measuresha public sphere, private sector and in
high-level financial and political circles. The Jadl Integrity Programme identifies means of
addressing the key problem of a corrupt judicidry.

121. On September 15, 2005, the United Nations annoutitaidthe UN Convention against
Corruption received the 30ratification it requires to take effect as Ecuadimposited its
ratification during the treaty event of the UN WbSummit'®*

122. The Convention will take effect 90 days after tlegdsit of the 30 ratification.

123. In December 2003, the Convention opened for sigeatiMore than 100 countries have
signed. The Convention requires signatories tmicralize transnational corruption.

124. Chapter Il requires each signatory to take prevendinti-corruption measures, including
establishing a preventive anti-corruption body odies, measures for the public sector, codes
of conduct for public officials, public procuremesd management of public finances, public
reporting, measures relating to the judiciary angspcution services, private sector measures,
measures to promote active participation of cieitisty and groups outside the public sector,
and measures to prevent money-laundering.

125. Chapter Ill requires a variety of steps for sigmig®, including criminalizing the bribery
of national public officials, foreign public offials and officials of public international
organizations, embezzlement, misappropriation dfeotdiversion of property by a public
official, trading in influence, abuse of functionlicit enrichment, bribery in the private sector,
embezzlement of property in the private sector,ntkming of the proceeds of crime,
concealment, obstruction of justice, liability (oinal, civil or administration) of legal persons,
participation and attempt. In addition to proviglifor the wide range of criminal offenses, the
Chapter requires a variety of other measures, saglprotection of witnesses, experts and
victims, protection of reporting persons, and elss@ing or ensuring the existence of a body or
bodies or persons specialized in combating coromptihrough law enforcement.

102 COUNTER-TERRORISMCOMMITTEE, HOW DOES THECTC WORK WITH STATES?,
at http://www.un.org/Docs/sc/committees/1373/work.hfmd.).

103 UNDOC,Crime Prevention and Criminal Justice
http://www.unodc.org/unodc/en/crime_prevention.html
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126. Chapter IV of the Convention requires signatories t
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132. The requirement in the Convention of an agencyniplement the provisions gives rise
to the potential for the establishment in each tguof an agency focusing on corruption. The
establishment of such an agency would emulate gtabbshment in the 1970s and 80s of
narcotics agencié¥ and in this decade of the anti-money launderingnages (financial
intelligence units).

133. Article 12(2)(3) of the Convention requires privagector to take steps to ensure the
accurate auditing of all their accounts. Article 1
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subregimes of AML and CTF. This requires an agtian of international regime theory to the
history, evolution, and future of the regimes.
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