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1. The Counter-Terrorism Committee proposes that the comprehensive 

international framework to counter terrorist narratives called for in S/PRST/2016/6 

consist of three core elements: legal and law enforcement measures in accordance 

with obligations under international law, including international human rights law, 

and relevant Security Council resolutions and in furtherance of General Assembly 

resolutions; public-private partnerships; and the development of counter-narratives. 
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2. In its resolution 1624 (2005), adopted in September 2005, the Security Council 

condemns in the strongest terms the incitement of terrorist acts and repudiates 

attempts at the justification or glorification (DSRORJLH) of terrorist acts that may 

incite further terrorist acts. It also calls upon all States to adopt such measures as 
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products and services for terrorist purposes. These measures are largely approached 

from a content management perspective and involve, among other steps, modifying 

terms of service and community standards to prohibit terrorist content. Many ICT 

companies also allow users to flag content that violates their terms of service.  

12. The Counter-Terrorism Committee Executive Directorate and the Switzerland-

based non-governmental organization ICT4Peace launched a project in 2016 aimed 

at identifying emerging norms of voluntary self-regulation by the private sector in 

its responses to terrorist abuse of their products and services and highlighting 

public-private initiatives in this area. Under the project, an initial series of 

consultations with different stakeholders was organized during 2016 in Europe, 

North America, and Asia. Some private sector entities have shown interest in 

supporting the development of counter-narratives in cooperation with civil society, 

using their platforms. Information and communications technology firms have 

launched a number of innovative programmes and campaigns to empower those 

closest to vulnerable individuals, including youth, women, families and religious, 
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16. Member States and others have observed that terrorists use many different 

tactics to try to recruit new adherents to their cause. Much attention has been paid to 

the abuse of ICT by terrorists, and there is no doubt that electronic media hold great 

appeal as an inexpensive, easily concealed and highly efficient means of 

communicating with a vast audience. Yet ICT is only one avenue used by terrorists 

to recruit; indeed, in many countries, large parts of the population do not have 

access to ICT. In both developed and developing countries, research shows that 

recruitment and radicalization to violence often occurs through direct contact in 

local communities, frequently through interactions with relatives and friends. In 

many countries, terrorists and their supporters have succeeded in subverting 

educational, cultural and religious institutions. Terrorists use tailored approache s in 

these and other settings to try to recruit vulnerable people, including women and 

girls. They often invest considerable time and resources in working to radicalize 

single individuals to violence. Prisons are another setting in which terrorist 

sympathizers use narratives to recruit and radicalize to violence. The effective 

countering of terrorist narratives therefore requires strategic thinking by the 

international community on a number of fronts, both online and on the ground, in 

local communities, schools, prisons and elsewhere. The effort must furthermore be 

scaled so as to match the scale achieved by terrorist narratives, both online and 

offline, in recent years.  

17. Counter-narrative campaigns fall conceptually within the broader category of 

counter-incitement and common vulnerabilities and exposures strategies of States 

that aim to address factors that may lead to terrorism and violent extremism as and 

when conducive to terrorism. They tackle the motivations that lead certain 

vulnerable people to consider joining terrorist groups, in part by addressing issues 

such as feelings of alienation, discrimination, lack of economic opportunity and 

anger over unresolved conflict. It is now widely agreed that, in order to effectively 

counter terrorist narratives, States and others must enter more fully into the 
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