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Excellencies, distinguished participants, 

 

Terrorism maintains one of the most serious threats to international 

peace and security and has taken shape in many forms and 

manifestations. 

 

Member States are continually confronted with an ever-evolving 

terrorism landscape and subsequent threats, trends and challenges.  

 

This is particularly the case when it comes to the use of new and 

emerging technologies for terrorist purposes. 

 

Tech- and cyber-enhanced terrorism presents increasing risks of 

online harm and real-world damages, including through the 

proliferation of the use of unmanned aircraft systems (UAS) and the 

malicious use of digital technologies, such as artificial intelligence. 

 

When it comes to preventing and countering the threat of terrorism 

from the use of new and emerging technologies, the Security Council 

has developed clear guidance through its resolutions and policy 

documents for all Member States to act. 
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For example, in October 2022, the Counter-Terrorism Committee 

held a special meeting on “Countering the use of new and emerging 

technologies for terrorist purposes”.  

 

The Committee then adopted the Delhi Declaration, which highlights 

the increased use of UAS, new payment technologies, and ICT by 

terrorists and their supporters.  
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Standards that cannot be compromised when implementing such 

frameworks are the responsible use of technological tools; the 

inclusion of safeguards; transparency and oversight; and the 

prioritization of human rights. 

 

Excellencies, distinguished participants, 

 

CTED, as a key entity within the United Nations counter-terrorism 

architecture, does not work alone.  

 

In carrying out our mandated activities, we work closely together 

with all United Nations Global Compact entities.  

 

We also cooperate with a wide range of other relevant stakeholders 

such as civil society organizations, technology sector entities, and 

other international and regional and subregional partners to ensure 

that Member States are best supported in implementing the 

obligations stemming from the Security Council resolutions.    

 

CTED has also maintained close partnership with the PAM 

Secretariat and PAM Member States and parliamentarians. 
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We commend PAM’s adoption in May of this year of two resolutions 

on Artificial Intelligence
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